Atitit 信息安全法-公务手机条例 公司事务专用手机管理办法
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# 原则

## 信息安全原则

安全的手机品牌包括三星 苹果 索尼 Lg 等。。

## 性价比原则

4g+64G 一般已经满足办公需要， 128G更佳

价格区间以千元机为准。。。

## 维护方便

具有一定市场广度，，与流行度。。。最好统一品牌 方便维护，不要统一型号，防止某型号有bug

## 安全品牌

安全的手机品牌包括三星 苹果 索尼 Lg 等。。

华为小米vivo oppo等品牌不安全

## 防泄密专用安全app 严禁使用不安全通讯app

安全的通讯app包括fb wahtsapp tg viber skype等。

Wechat qq alipay等不安全app

## 安全sim卡

Globa smart等运营商是安全的相对。。Cmcc 和unicom的卡不安全

# 使用准则

## 随时关闭定位服务

## 尽可能使用飞机模式，偶尔联网获取信息

待机、关机也难保密

　　专家指出，即使手机在待机状态也不安全。因为在不使用的待机状态，手机也要与通信网络保持不间断的信号交换。在这些过程中产生电磁频谱，人们很容易利用侦察监视技术发现、识别、监视和跟踪目标，并且能对目标进行定位，从中获得有价值的情报。

## 慎重参与交友活动

## 摄像头贴住防止泄露隐私，需要的时候开启

不得印制名片

## 信息单向流动

禁用摄像头、GPS等功能，防止照片、位置信息的产生，通过禁用USB、蓝牙、SD卡等功能，防止信息泄露。这样一来，手机只具备打电话、查网页等基本功能，信息基本上是“单向流动”。